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Florida Domestic Security 
Strategic Plan 
2021-2023 

 

VISION STATEMENT 
 

A safe, secure, and resilient Florida. 
 

 

 

MISSION STATEMENT 
 

Partnering to strengthen Florida’s capability to prepare, prevent, protect, mitigate, respond, and recover from 
domestic security incidents. 

 
 
 

GOALS 
 

Goal 1. PREPARE for domestic security incidents and events. 
Goal 2. PREVENT and deter acts of terrorism. 
Goal 3. PROTECT our residents, visitors, and critical infrastructure against acts of terrorism.  
Goal 4. MITIGATE the impact of an incident to preserve life, property, and the environment. 
Goal 5. RESPOND utilizing NIMS framework in an immediate and coordinated manner focused on 

saving lives, stabilizing community life-lines, protecting property and the environment, and 
meeting basic human needs.   

Goal 6. RECOVER quickly and effectively following an incident. 
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GOAL 1: Prepare for domestic security related incidents and events. 

 

Objective 1.1: Planning - Develop and maintain strategic, operational plans, policies and/or 

procedures to meet defined goals as outlined by the plan to prevent and preempt against current 
and emerging threats. Review annually. 
 

Objective 1.2: Public Education & Awareness - Support the development, maintenance, and 

dissemination of coordinated, timely, reliable, and actionable information to prepare and educate 
the whole community as it relates to domestic security. 
 

Objective 1.3: Operational Coordination - Mandate the use of the National Incident 

Management System (NIMS) for an event and/or incident. 
 

Objective 1.4: Enhancing Capabilities - Identify and enhance capabilities through planning, 

training, equipping, and exercising. 
 

GOAL 2: Prevent and deter acts of terrorism. 

 

Objective 2.1: Information and Intelligence Sharing - Recognize, gather, analyze, and share 

terrorism information and intelligence with public and private partners incorporating the 
established fusion process. 
 

Objective 2.2: Interdiction of Threats - Ensure collaboration with public and private partners to 

investigate and interdict actionable threats. 

 

Objective 2.3: Identify Current and Emerging Threats - Monitor and analyze national and 

international trend patterns to identify current and emerging threats. 
 

GOAL 3: Protect our residents, visitors and critical infrastructure against acts 

of terrorism. 

 

Objective 3.1: Access Control and Identity Verification - Provide physical and virtual measures 

to control access to critical locations and systems. 
 

Objective 3.2: Cyber Terrorism - Protect against the unauthorized access, control, release, 

exploitation of, or damage to electronic communications systems, data, and services. 
 

Objective 3.3: Physical Protective Measures - Reduce risks by protecting borders, coastline, soft 

targets, and critical infrastructure facilities through appropriate physical security measures. 
 

GOAL 4: Mitigate the impact of an incident to preserve life, property, and the 

environment. 

 

Objective 4.1: Community Resilience - Promote resilience through education, participation, and 

informed decision making to assist communities to adapt, withstand, and recover from incidents. 
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Objective 4.2: Long-Term Vulnerability Reduction - Build and sustain systems, processes, 

policies, and procedures to reduce the severity and duration of adverse long-term consequences 
to improve resilience following incidents. 
 

Objective 4.3: Risk and Resilience Assessment - Promote the use of risk assessments to 

improve the overall safety and security of the population and infrastructure to reduce recovery 
time. 
 

GOAL 5: Respond utilizing NIMS framework in an immediate and coordinated 

manner focused on saving lives, stabilizing community life-lines, protecting 

property and the environment, and meeting basic human needs.   

Objective 5.1: Evacuation - Implement plans or methods to evacuate and receive people and 

animals from affected areas. 
 

Objective 5.2: Critical Incident Access - Ensure access for vital personnel, equipment, and 

services into and out of the affected areas. 
 

Objective 5.3: Mass Search and Rescue Operations - Rapidly deploy search and rescue 

resources to save lives.   

 

Objective 5.4: On-Scene Security and Protection - Provide a safe and secure environment within 

the affected area. 
 

Objective 5.5: Operational Communications - Deploy interoperable communication platforms 

for public safety entities. 
 

Objective 5.6: Public Messaging and Risk Communications - Ensure timely release of 

information to the public for situational awareness using available platforms. 

 

Objective 5.7: Public and Private Services and Resources - Provide essential public and private 

services and resources to the affected communities. 
 

Objective 5.8: Healthcare System Response - Support the delivery of healthcare and related 

functions during incidents. 

 

Objective 5.9: Victim and Witness Management Services - Provide incident investigation 

resources and family reunification. Provide victim and witness services including counseling, body 
recovery, victim identification, and temporary mortuary services. 
 

Objective 5.10: Chemical, Biological, Radiological, Nuclear, and Explosive materials (CBRNE) 
- Deploy appropriately typed response teams to CBRNE incidents. 

 

Objective 5.11: Cyber Incident Response- Deploy a cyber disruption response team to 

investigate and mitigate the effect of, and assist in the recovery from cyber incidents. 
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GOAL 6: Recover quickly and effectively following an incident 

 

Objective 6.1: Post Incident Recovery - Assist state and local efforts to return the community to 

pre-incident levels.   
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Appendix 1: Acronyms 

 
AHCA Agency for Health Care Administration 

CI Critical Infrastructure 

DFS Department of Financial Services 

DOE Department of Education 

DOH Department of Health 

DOT Department of Transportation 

DSCG Domestic Security Coordinating Group 

DST Department of State Technology 

EM Emergency Management 

ESF Emergency Support Function 

FDACS Florida Department of Agriculture and Consumer 

Services 

FDEM Florida Division of Emergency Management 

FDLE Florida Department of Law Enforcement 

IT Information Technology 

JTTF Joint Terrorism Task Force 

NGO Non-Governmental Organization 

PRR Planning, Response, and Recovery (focus group) 

RDSTF Regional Domestic Security Task Force 

SFM State Fire Marshal 

SRT Specialty Response Teams (focus group) 

UASI Urban Area Security Initiative 
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Appendix 2: Partner Responsibility 

 

Objective Responsible Partners 

1.1 DSCG Focus Groups 

  RDSTF 

  State Partners 

  UASI Partners 

    

1.2 DSCG Focus Groups 

  RDSTF 

  Fusion Centers 

    

1.3 DSCG Focus Groups 

  RDSTF 

  State Partners 

  UASI Partners 

  Local Partners 

  Private Partners 

    

2.1 Fusion Centers 

  Intelligence Officers 

  JTTF 

  State Intelligence entities 

  Local Intelligence entities 

    

2.2 Law Enforcement 

  Investigative agencies 

  Fusion Centers 

    

2.3 Fusion Centers 

  Intelligence Partners 

    

3.1 State Organizations/Stakeholders 

  Local Organizations/Stakeholders 

  Private Organizations/Stakeholders 

    

3.2 System Owners 

  DST 

  Public/private IT professionals 

  End users 

    

3.3 Entity which owns/occupies the facility in need of protection 

  State Entities 

  Local Entities 
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  Private Entities 

  Public Entities 

  Law Enforcement 

    

4.1 Local (and tribal) partners; both public and private 

  The whole community 

    

4.2 FDEM 

  DOH 

  Law Enforcement 

  Fire Rescue 

  Local EM 

  PRR Focus Group 

  Cyber Terrorism Focus Group 

  CI/Education Focus Group 

    

4.3 FDLE 

  DOE 

  RDSTF 

  UASI 

  CI/Education Focus Group 

  Public and Private Stakeholders 

    

5.1 FDEM 

  FDACS 

  Florida Highway Patrol 

  Local EM 

  Local Law Enforcement 

    

5.2 FDEM 

  DOT 

  ESF-16 

    

5.3 SRT Focus Group 

  DFS/SFM 

    

5.4 All First Responders 

    

5.5 Communications Focus Group 

  RDSTF 

  DMS 

  ESF-2 

  Local Agencies 

    

5.6 FDLE 
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  DOH 

  Local Law Enforcement 

  Local EM 

    

5.7 FDEM 

  DOH 

  Local EM 

  Public and Private Stakeholders 

    

5.8 DOH 

  AHCA 

  Health Care Coalitions 

  Public and Private Health Care Providers 

    

5.9 FDLE 

  FDEM 

  DOH 

  DOE 

  Law Enforcement 

  First Responders 

  NGO's 

  Public and Private Stakeholders 

  PRR Focus Group 

    

5.10 RDSTF 

  SRT Focus Group 

  FDEM 

  DFS/SFM 

    

5.11 Cyber Terrorism Focus Group 

  FDEM 

  DMS 

  FDLE 

  Office of the Attorney General 

    

6.1 FDEM 

  FDLE 

  DOH 

  State and Local Law Enforcement 

  Local EM 

  PRR Focus Group 

  Public and Private Stakeholders 

  The whole community 

 


