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* Background and rationale for development of
Broward County Public Schools’ (BCPS) threat
assessment protocol
* Overview of threat assessment procedures in BCPS

* Understanding the multi-level response
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What i1s a Threat?

* Athreat is an expression of intent to do harm or act out violently
against someone or something. A threat can be spoken, written,
or symbolic.

* Threats are made for a variety of reasons:

e A warning signal
» Areaction to fear of punishment
* Ademand for attention
» An effort to intimidate or punish others
* An attempt to strike back for an injury or injustice
» Adesire to frighten or terrorize
Source: O’Toole, M.E. FBI (2000)




What i1s Threat Assessment?

« Athreat assessment Is a systematic collection and
analysis of multiple sources of information

* Threat assessments are conducted by school-based
teams with mandatory members, as outlined in the
procedural manual, and led by a school-based
administrator
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Development of Broward's Threat

Assessment Manual

« Broward County Public Schools’ current procedures were
developed in 2002 based upon FBI recommendations (The School
Shooter: A Threat Assessment Perspective, Mary Ellen O'Toole,
PhD., Supervisory Special Agent, FBI, 2000)

« The Threat Assessment process is comprised of three stages: (1)
Initial Response, (2) Level 1 Screening, and (3) Level 2 In-Depth
Assessment. The purpose Is to ensure timeliness of response,
safety of all in the school environment, and deployment of the
school's resources in the most efficient manner
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Threat Assessment Manual & Trainings

* Trainings are mandated by the district to prepare
school-based teams In assessing threats, which may
occur in BCPS

* The Threat Assessment Manual is provided to all
participants and is also available on the BCPS
Mental Health & Wellness Portal: www.bcps-
mentalhealth.com
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Post-Training Expectations

» Participants are expected to return to their school
sites and follow the protocol as outlined in the
manual when they receive a report of a threat

The threat assessment trainers are an available
resource to schools who have questions about the
process
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School-Based Threat Assessment Team

Mandatory members:
v Administrator (Principal/AP: Case manager)

v Mental Health Practitioner (school counselor, school
social worker, school psychologist, or family counselor)

v" Teacher (familiar with the student)

v School Resource Officer and/or Broward Schools Police
Investigator (a.k.a. SIU)

v" Security Specialist (at secondary level only)

Additional team members may include:
v ESE Specialist
v Behavior Specialist
v Others who know the student
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THREAT ASSESSMENT FLOWCHART
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INITIAL RESPONSE

Initial
Response

Contsct Broward District
Schools Police if
imminent danger to
others
(754-321-0725)

Flowchart
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Initial Response Steps

School Administrator:

* Recelves report of a threat and contacts Broward
School’s Special Investigative Unit if potential
Imminent danger to others

* Obtains Initial statement from student who made
the threat and interviews other witnesses

* Assesses the level of threat using Assessing Level
of Threat Checklist in the manual
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Low/No RiIsk of Harm

Threat content Is vague, lacks both detail and
plausibility

Content suggests the person is unlikely to carry
out the threat

Threat context suggests lack of access to
weapons/resources, lack of motivation/intent,
and does not present with a history of conflict or
related violent behaviors

False report of a threat
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Medium RiIsk for Harm

 Threat 1s more direct, detailed, and concrete than

a low level threat
It could be carried out, though it does not appear

entirely realistic
» Content suggests student has given at least some
thought to how he/she would carry out the threat
« Context may indicate possible access to
weapons/resources, has a history of conflict or
violent behaviors, or an intent to carry out that

particular threat
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High Risk for Harm

« Threat content is direct, specific, and plausible
* Threat poses serious danger to the safety of others

« Context indicates the student has secured
weapons/resources, has a history of conflict and
previous high-risk behaviors, and has a definite
Intent to carry out that particular threat
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Determining Next Steps

Low Level or False Report
« Monitor and provide supports to the student
and family

Medium or High Level Threat
o Submit SIU Immediate Notification Form
» Convene school-based threat assessment
team for immediate Level 1 screening

f?f.)
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Level 1

Flowchart

LEVEL 1: SCREENING

Lewvel 1: Screening Steps
Azsemble Level 10 Screening site team
Complete Parent Netification Checklist
Complete Data Colfachion Sheet
Hold site team meeting, within 24 hours of
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YES
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NO
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o Assemble Level 1 site team and assign responsibilities
d Complete parent notificatbon process
o Use Parear Notificarion Checkiisr to guide you
d Collect pertinent backpround and related data
o Use Threat Sereening Protocsl Date Collection Sheet
d Complete the Threes Risk Assessment Checkliss [TRAC)
d Complete the Siudenrs Supervision Flan
a  Impbement the plan with clear assigament of responsibilities fos
monitoring
o Review and evaluate the effectivencas of the plan afier 2 weeks, of carlier
if warranted (use the Student Supervizsion Plan Review Form)
O Determibne if Level 2: In-Depth Assessment is needed
a i in-depth assessment is nooded, assermble Level 2 site team
@ If Lewvel 2 not needed, continue with implementation and moaitoring of
Student Supervizion Plar
J Maintain & record of all actions and documents in secure administration file
(not in the CUM file)
J Enter a code of 208 on L27 Panel when screening is complete
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_evel 1 Steps

Assemble team and assign responsibilities for data
collection

Parent contact must be Initiated

Data collection (review of educational records)
Complete The Threat Risk Assessment Checklist
(TRAC)

Develop Student Supervision Plan

Determine need for Level 2 assessment
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The Threat Risk Assessment Checklist

* The FBI recommends consideration of past/current
behaviors and factors that might influence a student’s
decision-making

« The TRAC includes 33 questions organized into 10
categories to assist educators in evaluating threat-related
behaviors

» Aggression  School
» Depression  Soclial

« Alienation  Personal
 Narcissism « Coping
* Family  Stress

f?f.)
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Student Supervision Plan

* The results of the TRAC may be used to develop
specific interventions that are documented on a
Student Supervision Plan
e Interventions may include (but are not limited to):
* Immediate notification to SIU (required)
 Suicide Assessment
 Peer mediation

» Behavior Intervention Plan

« Counseling Referral

f?f.)
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Determining Need for Level 2 Assessment

Level 2 Assessment IS warranted If:

Several concerns are identified through the data
collection process

Additional clinical information and a non-
school based perspective Is needed

Further information Is needed to complete the
TRAC

Further information needed for development or
revision of the Student Supervision Plan
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LEVEL 2: IN-DEPTH ASSESSMENT

L eve I 2 Lewvel 2: In-Dhepth Assessment Steps

1. Astemble Level 2 Assessmient Team Su In?E]EE;E‘,m 5:;:“! i

2. Complete Teacher Iuformation Forms T INITa ¥ KRR

3, Give notice and conduct Stwes b aimd Pareat

Flowchart it : :

4, Hold meeting to update TRAC, wtilixing 5 x
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Action, in *  Mental Health
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and monitor

TASKS TO COMPLETE

3 Assemble Level 2 site team and assign responsibilities
3 Motify parents of intent to complete further in-depth assessment
@ Use Parent Notiffeation Checkiis to document conlacts
3 Colleet in-depth information and data
o Appropriate teachess compleie Deecher Information Farm
o Desigrated mental health professional completes Stadent fnterview
o Desigrated mental health professional completes Parens faterview
3 Team opdates TRAC in light of new information eollected
3 Team completes Assessment Summary ard Mlan of Action
@ Team chearly indicates which aspects of Smedens Supervision Plar ase sill
in effeet & well as new provigions on the Pler o Action
o Implement Plan of Action and monitos effectivencss
o Afber a designated period of time (eg, 2 wesks) evalusie plan uwsing the
Flan of Action Beview Form
3 Maintain a record of all actions and documents in secure adminisiration file
{mot in the CUM file)
3 Enter a code of 209 on 127 Panel when in-depth assessment b complete
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Components of Level 2 Assessment

« Assessment at this level requires a more clinical
approach to gather information

* Involves an interview with the parent, student, and
teacher(s) that leads to the identification of factors
contributing to potential risk for violence, such as:

« Behavioral/personality factors
* School issues

* Family issues

* Peer related issues

ﬁ?ﬁ)
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Outcomes of Level 2 Assessment

The assessment may lead to a modification of the Student
Supervision Plan and requires the completion of the Level 2
Assessment Summary and Plan of Action

Actions may include:

Referral to community resources

Development and implementation of behavior intervention
plan

Development and implementation of Student Safety Plan
Increased supervision

Mental health evaluation

Disciplinary actions




Records Maintenance

 Consistent with the maintenance of disciplinary
records, threat assessment records are secured by the

school-based administrator
« A*flag” indicating the existence of an
administrative file should be placed in the

cumulative folder
* The appropriate threat assessment code Is entered

Into the district’s database
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Anonymous Reporting System

While district staff are trained on the Threat Assessment
Procedures, anyone within the community can make an

anonymous report directly to Broward Schools’ Special

Investigative Unit (SIU) in multiple ways:

*  \Website:
http://www.broward.k12.fl.us/siu/siunew/tipsemail.asp

* Phone Number: (754) 321-0911

* Email: school911@browardschools.com

« Text: Send a text to CRIMES 274637. Message MUST
begin with SBBC
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